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Sign up for Qualified Information Security Professional (QISP) Exam before 31 March!

==
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QISP EXAM

Increase your certification profile and sign up for
QUALIFIED INFORMATION SECURITY PROFESSIONAL
(QISP) exam!

Complimentary FIRST year Membership
till
31 Dec 2023
Price
Sign up before 31 March to get $50 off (U.P $370)
Sign up in bulk of 10 to get $70 off per pax

For individual sign up, please register via the qr code

To sign up in bulk of 10, please send to
secretariat@aisp.sg

If you have One (1) to five (5) years of working experience in Information Security; or
Formal training in cyber security in an educational institution and would like to increase your certification profile, sign up for
AiSP one and only Qualified Information Security Professional (QISP) exam!
Complimentary 1- year AiSP membership (till 31 Dec 2023) will be given to all candidates who have signed up for the exam.

Sign up before 31 March to get $50 off the exam price (U.P $370) which is just $320 before GST to achieve the certification!

AiSP QISP Exam is based on 1S-Body of Knowledge 2.0:
- Validated by corporate companies, IHLs and associations.
- This includes government agency such as GovTech, IHL schools such as polytechnics and associations such as
Singapore Computer Society and SGTech.
- Developed by referencing from the Skills Framework for Infocomm Technology by IMDA on cybersecurity topics.

Register here now!
For more details visit our website here!

If you have any enquiries, please contact secretariat at secretariat@aisp.sq
*Terms and Conditions apply



https://forms.office.com/r/1QwS6qbuUp
https://www.aisp.sg/qisp_exam.html
mailto:secretariat@aisp.sg

The Cybersecurity Awards 2023 Call for Nomination is closing on 14 April!
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WWW.THECYBERSECURITYAWARDS.SG

NOMINATIONF

NOW OPEN

PLEASE SEND YOUR NOMINATIONS TO
THECYBERSECURITYAWARDS@AISP.SG

In its sixth year, The Cybersecurity Awards 2023 seeks to honour outstanding contributions by individuals and organisations, to
local and regional cybersecurity ecosystems. The Awards are organised by the Association of Information Security
Professionals (AiSP), and supported by Cyber Security Agency of Singapore and the following professional and industry
associations that are part of the Singapore Cyber Security Inter Association — Centre for Strategic Cyberspace + International
Studies (CSCIS), Cloud Security Alliance Singapore Chapter, HTCIA Singapore Chapter, ISACA Singapore Chapter, (ISC)2
Singapore Chapter, Operational Technology Information Sharing and Analysis Center (OT-ISAC), The Law Society of
Singapore, Singapore Computer Society and SGTech.

If you know any individuals and companies who have contributed significantly to the cybersecurity industry, it is time to be
recognized now! Nomination forms are attached for the submission according to the categories.

Nomination will end on 14 April 2023. All submissions must reach the secretariat by 14 April 2023.

For more details on the awards, visit our website here!



https://www.aisp.sg/thecybersecurityawards/tca2023.html

Call for Sponsorship for AiSP IoT Day 2023 is now Open!

AISP I0OT Day
2023

Date: 10 May 2023

Venue: Suntec Convention .Cen1re

Guest of Honeurs
Senior Minister of State,
Ministry of Communications and Information &
Ministgy of Health and Minister In-Charge of
GovJech,
Dr Janil Puthucheary

o
Cofitact secr(;:'tariag@aisp.sg for more details

a

AiSP will be organising the AiSP Internet of Things (IoT) Day 2023 on 10 May 2023 at Suntec Convention Centre from
9.30am to 2pm and we have invited Senior Minister of State,

Ministry of Communications and Information & Ministry of Health and Minister In-Charge of GovTech, Dr Janil
Puthucheary, to be our distinguished Guest of Honour for the opening and witness the signing of MOU between AiSP & NUS
on the partnership on Innovation. Our Guest of Honour will also tour the sponsors booths to hear what our sponsors have to
share on loT.

The world economic forum has recently released a report on the gaps on the Internet of Things (IoT) which also recommended
the need for universal governance protocols to secure the massive, connected devices. As part of local effort to improve
Internet of Things (loT) security, Singapore has implemented the Cybersecurity Labelling Scheme (CLS) since 2020. These
efforts demonstrated that the security of 10T is critical to realizing the full potential of the connected world and protecting
against potential threats.

The AISP IoT Day 2023 will invite professionals and C suites to have a day of sharing on the trend targeting 10T devices and
what sort of attacks that we might be expecting in 2023. Attendees will hear from thought leaders in the industry and to network
with other professionals and industry experts. The conference will also feature keynote sessions, panel discussions, and
interactive booths which will provide attendees with latest trend and insights together with hands-on experience on loT security.

This event is organized for anyone with an interest or wish to find out more or understand more on the Potential of the
Connected World through 10T Security. We are expecting 150 attendees at this physical event and will be engaging CISOs,
reputable services providers and vendors to present key development of Internet of Things (1oT) Security. We will be inviting

Government, Industry and Academic speakers for this event.

Our Event Sponsors’ generosity will show the support that our partners have in supporting the event and the collective
contribution to the development of I0T. This event will also provide a platform for sponsors to showcase their innovation,
technologies, and solutions.

20% discount for our Corporate Partners available on first come first serve basis!

We looked forward to your support in it and if you have any queries, please feel free to contact AISP at secretariat@aisp.sg



mailto:secretariat@aisp.sg

AiSP Events and Updates

AiSP Knowledge Series — Cloud Security
12 April 2023

AiSP Bug Bounty Workshop
13 April 2023
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In this hands-on workshop, attendees will have the opportunity
to get started in the world of Bug Bounty. YesWeHack will
provide a pre-configured "hacking playground" — a fake online
shop with common vulnerabilities and security flaws — as well as
guidance on installing the hacking tools needed to identify and
exploit these vulnerabilities. Working independently, attendees
will use the tools and techniques discussed in the workshop to
find and exploit vulnerabilities in the hacking playground. This
workshop is ideal for anyone interested in learning more about
Bug Bounty and gaining hands-on experience in a controlled
setting. By the end of the workshop, attendees will have a better
understanding of the challenges and rewards of Bug Bounty,
and be better equipped to start their own Bug Bounty journey.

In this Knowledge Series, we are excited to have Cisco,
Fortinet & Wissen to share with us insights on Data & Privacy.
Based off Information Security Body of Knowledge (BOK) 2.0

content topics, AiSP has been organising a series of
knowledge-sharing & networking events to enable our
members with a better understanding of how IS-BOK can be
implemented at workplaces.

Register here

Register here



https://us06web.zoom.us/webinar/register/9016758402148/WN_DUYXfAABR5uB3KratTqtgw
https://forms.office.com/r/GcH21RVYBd

AiSP Events and Updates

Registration for AVIP Membership!

AISP

R
/NP MEMBERSHIP

AVIP membership is the FIRST In Asia to bundle the
Professional Indemnity for professionals involved
in cybersecurity related work, to give them
greater assurance undertaking prajects in
Singapere and worldwide

BENEFITS
+ Besugr 1ian 0% @ Trusla Iearm Secorly Professional Yo e uec tha

desipruon o” AVIP (AISP Validated Information Security Profassionals
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Singapore and Overseas {FIRST in Asial!
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Application Fee : S486.00 (15t 100 applicants),
5324 (AISP CPP members)
Annual Membarship: $270.00
1
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EMAIL MEMBERSHIPAISP.5G TO SIGN UP AND FOR ENQUIRIES

For all Ordinary Members (Path 1), we are pleased to share
that AVIP Membership is how open for registration!

Visit our website https://www.aisp.sg/avip.html to find out
more about the entittements of AVIP Membership. Please
send in your form to membership@aisp.sg and the required
documents in a password protected zip file. Send us the
password through our telegram at https://t.me/AiISP_SG.

Registration for NTUC Social Membership

U'Link

8105 0000 0000 0001
ROXANNE LIM

NTUC Social Membership card

This membership is a rider to Association
Membership. Members interested in
applying for this card can do through your
respective Association. You may also email
to pme@ntuc.org.sq.

Benefits of Link NTUC Social Membership
are as such:

+ Earn & redeem Linkpoints at over 1,000
partners’ outlets

.

Eligible for Career Advisory services
offered by NTUC U PME Centre

« Enjoy benefits and privileges from Ready
for eXperience (RX) Community Member
Programme offered by NTUC Club

AiSP is collaborating with NTUC to provide an exclusive
membership package only for AiSP Members at $10/year

(inclusive of GST).

Some benefits include
- Career Advisory services
https://upme.ntuc.org.sg/upme/Pages/CareerCoaching.
aspx

- Benefits and privileges from RX Community Member

Programme

https://www.readyforexperience.sa/

Please fill in the form below and make payment if you would like
to sign up for the membership.

https://forms.office.com/r/gtiMCK376N



https://www.aisp.sg/avip.html
mailto:membership@aisp.sg
https://nam12.safelinks.protection.outlook.com/?url=https%3A%2F%2Ft.me%2FAiSP_SG&data=04%7C01%7C%7Ccc266e9e192149aa55fb08da001016f5%7C84df9e7fe9f640afb435aaaaaaaaaaaa%7C1%7C0%7C637822366357468778%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000&sdata=pSZvt4fQEFPVEUWUZ7N0ZM8nT1oezo1836XE3RNWlGM%3D&reserved=0
https://upme.ntuc.org.sg/upme/Pages/CareerCoaching.aspx
https://upme.ntuc.org.sg/upme/Pages/CareerCoaching.aspx
https://www.readyforexperience.sg/
https://forms.office.com/r/qtjMCK376N

Top Women in Security
ASEAN Region Awards 2023
8 March - 30 May 2023

Organising Partners
MsttuRrw
e
NOMINATIONS OPENED
ERRAIONAL WOMEN
Close May 30
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MEET THE JUDGES

In its fourth year, the Top Women in
Security ASEAN Region awards have
officially opened for nominations to
recognize women who have advanced
the security industry within the ten
countries of the Association of
Southeast Asia Nations (ASEAN).

Nominations opened on Tuesday March

8, coinciding with International Women'’s

Day and are scheduled to close on May
30.

To get involved and nominate visit
womeninsecurityaseanregion.com.
Self-nominations are welcome.

Business IT Architecture Series
Seminar 2023
30 March 2023

BUSINESS IT ARCHITECTURE SEMINAR 2023

Accelerate Digital innovation
for Sustainability

{5 Thursday, 30 March 2023

@ Lifelong Learning Institute, Paya Lebar

MESH X€5 A | AISP SFA 1 O

Business sustainability initiatives can
benefit from the adoption of digital
enterprise architecture, which can be used
to develop capabilities and change
behaviour in an organisation. The
Business IT Architecture Series
Conference will gather industry thought
leaders, EA practitioners and communities
to exchange best practices on enterprise
architecture strategies, competencies,
tools and techniques for sustainability
development. Join us at this annual event
to gain valuable insights for your
professional and organisation’s growth.

Register here

CISO Perth
4 April 2023

(€} coiniom

TUES 4 APRIL 2023

CISOPerth

Industry Partner

REGISTER NOW

We are thrilled to invite you to Corinium
Global Intelligence’s CISO Perth
conference, taking place on 4 April 2023!
Join us at CISO Perth 2023 to share
insights on becoming a brighter leader,
leveraging the function as a business
growth enabler, and building enhanced
programs and robust strategies.

Come see us! Use our discount code for
$500 off: CISOPESPON500

Register here



https://womeninsecurityaseanregion.com/
https://www.eventbrite.sg/e/business-it-architecture-series-conference-2023-singapore-tickets-558491602417?aff=AISP
https://bit.ly/3WaLhTw

Current State of Critical
Infrastructure
5 April 2023

‘SecurityScorecard

Current State of

Critical Infrastructure
or Zero Day
pply Chain

In this panel discussion, you
will hear from critical
infrastructure industry leaders
on how their organizations
prepare themselves and their
supply chains for zero day
attacks. We will explore this
from the perspective of
prevention and response and
capture best practices.

Register here

Exploring The Bug Bounty
Cycle: From Detection To
Fixing
11 April 2023
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Are you curious about the inner
workings of Bug Bounty
programs and how
vulnerabilities are identified,
reported, and triaged? Join us
on 11 April for a deep dive into
the Bug Bounty journey in its
most operational form, with our
panel of YesWeHack experts.
In this webinar, you'll learn
about the entire process of
identifying, reporting, and
triaging vulnerabilities, from the
perspective of ethical hacker
and our team of experts.

D ASP

Register here

M365 Back up Webinar
13 April 2023

How to profect §
your M365 emails ()4 )
& other data

Lost data costs your business
money. Learn how you can
protect your Microsoft 365

data including e-mails,

OneDrive, SharePoint sites

and Teams with Acronis

Microsoft 365 cloud-to-cloud
backup. Learn why Acronis
and why you need Service

Provider.

Register here

Smart Cybersecurity Summit
13 April 2023

Smart Cybersecurity Summit
returns for its third edition on
Thursday 13th April at Marina
Bay Sands, Singapore. The
summit is an exhibition and
conference where you can
exchange knowledge with
fellow professionals and
explore more than 20+ critical
sessions with 30+ industry
leaders - including zero trust,
skills shortages, data
sovereignty, DevSecOps,
detection and response. Be part
of the elite community at the
Smart Cybersecurity Summit
and protect your business from
future threats. Apply today!

Register here



https://www.brighttalk.com/webcast/19566/578066?utm_source=brighttalk-sharing&utm_medium=web&utm_campaign=twitter&utm_content=upcoming
https://bit.ly/3kVpWjP
https://acronis.zoom.us/webinar/register/WN_hp3hdpU9SiGWJLQdPsbjvQ
https://www.gevme.com/smart-cybersecurity-summit-2023/?promo=PARTNERAISP

MAP for Cyber Security &
Digital Trust Launch Event
18 April 2023
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SBF, in collaboration with
Cyber Security Agency of
Singapore (CSA), Infocomm
Media development Agency
(IMDA) and various
ecosystem partners to co-
curate a series of activities
under the MAP Initiative for
Cyber Security and Digital
Trust. The initiative seeks to
help businesses strengthen
their cyber security posture,
defense and response to
cyber threats and enhance
digital trust in a digitally-
connected business
landscape.

SBF will be kicking off the
launch of MAP Cyber
Security and Digital Trust with
an event on Tuesday 18 April
2023, 2.00pm at the Lifelong
Learning Institute. The event
will be graced by Mr Tan Kiat
How, Senior Minister of State,
Ministry of Communications
and Information & Ministry of
National Development.

Register here

Elevating Transformation
With Digital Trust
25 April 2023

As a wave of digital
transformation continues,
increasing data and workloads
are sitting in the cloud. While
this has driven efficiencies for
organizations it has also
increased the attack surface.
Customer and business
partnerships can be irreparably
damaged and trust lost if data
and systems are breached, so
effectively securing access to
data and systems, regardless of
\where they reside is paramount.

Join us to learn more about the
importance of digital trust in
your transformation journey,

and how you can build
confidence in the integrity of
your digital ecosystem by
safeguarding your systems and
data.

Register here

Black Hat Asia 2023
9 - 12 May 2023
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MARINA BAY SANDS ~ SINGAPDRE

Black Hat provides attendees
with the latest in research,
development, and trends in

Information Security. Here the
brightest professionals and
researchers in the industry

come together for a total of four
days—two or four days of
deeply technical hands-on
Trainings, followed by two days
of the latest research and
vulnerability disclosures in the
Briefings and networking
opportunities within the
Business Hall.

Black Hat Asia 2023 returns to
the Marina Bay Sands in
Singapore from May 9- 12 as a
Live, In-Person event. The Live
event is followed by a Virtual
Experience, one week later,
including access to recordings
of all Briefings and Sponsored
Sessions, available beginning
May 19.

Register here

FinTech Festival India 2023
16 - 18 May 2023

Democratizing
cconomy

16 - 18 May 2023 | Jio World Centre, Mumbai

m

FinTech Festival India 2023 is
an industry-first future-ready
event that will showcase the

future of FinTech, give an
insight into how the FinTechs
are redefining the Financial
services, and how the Indian
and global FinTech
communities are coming
together to give FinTechs a
streamlined growth by
implementing and adapting
innovations at the grassroot
level. FinTech Festival is
organized by Constellar
Exhibitions India Pvt Ltd, a
subsidiary of Constellar
Holdings Pte Ltd,
headquartered in Singapore.

Register here



https://forms.office.com/r/Fa7PETNEiN
https://www.beyondtrust.com/events/usergroups/elevating-transformations-with-digital-trust
https://www.blackhat.com/asia-23/registration.html
http://bit.ly/3ZXttwO

Professional Course Development

Three Courses for Profes/sionals
to Lead the Blockchain Revolution

EC-Council Launches Three New Blockchain Certificatjon
Courses to Meet the Industry Requirements of:

RS
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REGISTER NOW

EC-Council’s Blockchain Certifications Overview

EC-Council’s blockchain certification courses are curated by experts to support the growing demand for skilled blockchain
professionals.

These programs have been designed to meet the industry requirements of developers, business leaders, and fintech
professionals in this rapidly growing area.

Our blockchain certification courses consist of three knowledge and competency areas:
development, implementation, and strategy.

During the course, students get exposure to multiple blockchain implementation concepts and
a unique guideline for sustainable and scalable blockchain development using quantum-resistant ledgers.

Considering the market opportunity and skills required for different target groups, EC-Council has
launched three new blockchain programs:

1. Blockchain Business Leader Certification (BBLC)
2. Blockchain Fintech Certification (BFC)
3. Blockchain Developer Certification (BDC)

Blockchain technology is becoming more prominent in today’s digital world, and getting
certified is a great way to showcase your knowledge and lend credibility to your resume.

EC-Council’s expert-designed courses will provide you with hands-on experience and
help you gain valuable insights that are mapped to real job roles.

Special discount available for AiSP members, email aisp@wissen-intl.com for details!



mailto:aisp@wissen-intl.com

AiSP Courses to help advance in your Career & Knowledge

Cybersecurity Essential Course
(Basic)

[SIHEPPING uP
INFORMATION

SECURITY

cyYBERSECURITY
ESSENTIALS COURSE

For:
People who are new to information security and in need of an
introduction to the fundamentals of security.
Those who have decided to make a career change
Professionals who are in need to be able to understand and
communicate confidently about security terminology.

Public: $1,600 (Before GST)
10% Discount for AiSP Members: $1,440 (Before GST)

*Utap funding is available for NTUC Member
* SSG Funding is available!

Please click here for the upcoming course dates.

Please email secretariat@aisp.sg for any enquiries.

Qualified Information Security Professional Course
(QISP)
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SECURITY PROFESSIONAL (QISP
- 5 DAYS-

As low as

Dive deep into the principles and concepts to manage and govern the
aspects of Information Security
Gain an understanding and appreciation for the cyber defence
strategies and different levels of security implementations
Understand the importance of maintaining internal network defences
against all cyberattacks and threats.

Course Fees include Examination, while promotion last.
*NTUC UTAP funding is available for NTUC Member for this
course.

* SSG Funding is available!

To find out more on the Qualified Information Security Professional
Course, please visit https://www.aisp.sa/gisp _info.html.

Please click here for the upcoming course dates.

Please email secretariat@aisp.sg for any enquiries.

Our Mailing Address is:
6 Raffles Boulevard, JustCo, Marina Square, #03-308, Singapore 039594

Please click here to unsubscribe if you do not wish to receive emails from AiSP.
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